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Introduction 
This guide explains the use of the Remote Execute feature offered in 

SmartControl. Remote Execute is used to push a batch file to a SmartShield 

client and run it at the system level behind the OS. This can be used to 

execute other programs that will also run behind the OS if they can be called 

from the command line. 

Using Remote Execute 
To use Remote Execute, you will need a client machine that is connected to 

SmartControl. Highlight the client you would like to send a batch file to and 

click “Remote Execute”. Browse to the location of your batch file by going 

clicking on the picture of the folder. Once you have selected the batch file, 

you can also apply command line switches in the “Parameters” box. Lastly, 

you can choose who you wish to run the file as. The system account has 

local authentication, but on some networks you may need domain 

administrator access to make changes. 

Remote Execute can also be used as part of a schedule. For more 

information on using this feature in this way, see the “Schedules in 

SmartControl” white paper. This is particularly useful to call programs for 

updates when you include a remote execute during a time where protection 

is disabled. 


